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HR 9737
Secure A.l. Act of 2024

Congress: 118 (20232025, Ended)

Chamber: House

Policy Area: Science, Technology, Communications

Introduced: Sep 20, 2024

Current Status. Referred to the Subcommittee on Cybersecurity and Infrastructure Protection.

Latest Action: Referred to the Subcommittee on Cybersecurity and Infrastructure Protection. (Sep 20, 2024)
Official Text: https://www.congress.gov/bill/118th-congress/house-bill/9737

Sponsor

Name: Rep. Ross, Deborah K. [D-NC-2]
Party: Democratic ¢ State: NC ¢ Chamber: House

Cosponsors (1 total)
Cosponsor Party / State Role Date Joined
Rep. Beyer, Donald S. [D-VA-8] D - VA Sep 20, 2024

Committee Activity

Committee Chamber Activity Date

Education and Workforce Committee House Referred To Sep 20, 2024
Homeland Security Committee House Referred to Sep 20, 2024
Intelligence (Permanent Select) Committee House Referred To Sep 20, 2024
Science, Space, and Technology Committee House Referred To Sep 20, 2024

Subjects & Policy Tags

Policy Area:

Science, Technology, Communications

Related Bills

Bill Relationship Last Action

118 S 4230 Related bill May 1, 2024: Read twice and referred to the Committee on Commerce, Science, and Transportation.
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Summary (as of Sep 20, 2024)

Secure Artificial Intelligence Act of 2024 or the Secure A.l. Act of 2024

This bill directs federal agencies to establish mechanisms to manage security and safety risks related to the use of
artificial intelligence (Al).

Specifically, the bill directs the National Institute of Standards and Technology (NIST) and the Cybersecurity and
Infrastructure Agency (CISA) to develop a database to track Al-related safety and security incidents. The agencies must
enable individuals and entities to confidentially share information about incidents that pose an increased risk of harm to
people or property or unauthorized access to and manipulation of Al platforms. In determining which incidents warrant
inclusion in the database, NIST must prioritize those that involve critical infrastructure or widely used Al systems, and
incidents that could significantly impact the American people or economy. Employers may not retaliate against
employees for their involvement in reporting an Al incident or any investigation that follows.

The bill also directs the National Security Agency to establish an Al Security Center to foster Al security research and
develop guidance for the prevention and mitigation of counter-Al. Under the bill, counter-Al means unauthorized efforts to
extract information from or manipulate an Al system.

Finally, NIST and CISA are directed to incorporate Al vulnerabilities into specified federal databases. NIST must convene
a multi-stakeholder group to evaluate existing voluntary reporting standards for Al security vulnerabilities and CISA must
convene a group to consider best practices for addressing Al-related risks to the supply chain.

Actions Timeline

e Sep 20, 2024: Introduced in House

e Sep 20, 2024: Referred to the Committee on Science, Space, and Technology, and in addition to the Committees on
Homeland Security, Intelligence (Permanent Select), and Education and the Workforce, for a period to be subsequently
determined by the Speaker, in each case for consideration of such provisions as fall within the jurisdiction of the
committee concerned.

e Sep 20, 2024: Referred to the Subcommittee on Cybersecurity and Infrastructure Protection.
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