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HR 285
Cybersecurity Vulnerability Remediation Act

Congress: 118 (2023–2025, Ended)
Chamber: House
Policy Area: Science, Technology, Communications
Introduced: Jan 11, 2023
Current Status: Referred to the Subcommittee on Cybersecurity and Infrastructure Protection.
Latest Action: Referred to the Subcommittee on Cybersecurity and Infrastructure Protection.  (Feb 8, 2023) 
Official Text:  https://www.congress.gov/bill/118th-congress/house-bill/285 

Sponsor

Name:  Rep. Jackson Lee, Sheila [D-TX-18] 
Party: Democratic   •   State: TX   •   Chamber: House

Cosponsors

No cosponsors are listed for this bill.

Committee Activity

Committee Chamber Activity Date

Homeland Security Committee House Referred to Feb 8, 2023

Subjects & Policy Tags

Policy Area:

Science, Technology, Communications

Related Bills

No related bills are listed.
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Summary  (as of Jan 11, 2023) 

Cybersecurity Vulnerability Remediation Act

This bill authorizes the Department of Homeland Security to take certain actions with the goal of countering cybersecurity

vulnerabilities.

The Cybersecurity and Infrastructure Security Agency must report on its activities to coordinate disclosures of

cybersecurity vulnerabilities. The report must address, among other topics, relevant policies and procedures; the degree

to which disclosed information is acted upon by industry and other stakeholders; and the preservation of privacy and civil

liberties when collecting, using, and sharing vulnerability disclosures.

The National Cybersecurity and Communications Integration Center may disseminate protocols to counter cybersecurity

vulnerabilities to information systems and industrial control systems, including in circumstances in which such

vulnerabilities exist because software or hardware is no longer supported by a vendor.

The Science and Technology Directorate may establish a competition to develop remedies for cybersecurity

vulnerabilities.

Actions Timeline

Feb 8, 2023: Referred to the Subcommittee on Cybersecurity and Infrastructure Protection.
Jan 11, 2023: Introduced in House
Jan 11, 2023: Referred to the House Committee on Homeland Security.
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