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HR 54
CAPITALS Act

Congress: 115 (2017–2019, Ended)
Chamber: House
Policy Area: Emergency Management
Introduced: Jan 3, 2017
Current Status: Referred to the Subcommittee on Cybersecurity, Infrastructure Protection, and Security Technologies.
Latest Action: Referred to the Subcommittee on Cybersecurity, Infrastructure Protection, and Security Technologies. 
(Jan 11, 2017) 
Official Text:  https://www.congress.gov/bill/115th-congress/house-bill/54 

Sponsor

Name:  Rep. Jackson Lee, Sheila [D-TX-18] 
Party: Democratic   •   State: TX   •   Chamber: House

Cosponsors

No cosponsors are listed for this bill.

Committee Activity

Committee Chamber Activity Date

Homeland Security Committee House Referred to Jan 11, 2017

Subjects & Policy Tags

Policy Area:

Emergency Management

Related Bills

Bill Relationship Last Action

115 HR 955 Related bill Feb 7, 2017: Referred to the House Committee on Intelligence (Permanent Select).
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Summary  (as of Jan 3, 2017) 

Department of Homeland Security's Cybersecurity Asset Protection of Infrastructure under Terrorist Attack

Logistical Structure or CAPITALS Act or the CAPITALS Act

The Department of Homeland Security (DHS) must report to Congress regarding the feasibility of establishing a DHS

Civilian Cyber Defense National Resource.

The report must address:

the number of persons who would be needed to defend the critical infrastructure of the United States from a cyber

attack or man-made intentional or unintentional catastrophic incident;

elements of DHS that would be best equipped to recruit, train, and manage such a resource;

resources that could be pre-positioned and training that could be instilled to assure responsiveness if an incident

disrupts communications in a region or area;

the impact of potential recruits' lack of experience in military, intelligence, law enforcement, or government work

experience;

logistics of allowing governors to make requests of DHS to use such a resource in states during times of cyber

emergency; and

whether a resource trained to defend U.S. networks in a major attack or natural or man-made disaster will benefit

overall efforts to defend the interests of the United States.

Actions Timeline

Jan 11, 2017: Referred to the Subcommittee on Cybersecurity, Infrastructure Protection, and Security Technologies.
Jan 3, 2017: Introduced in House
Jan 3, 2017: Referred to the House Committee on Homeland Security.
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