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S 2372

Federal Cybersecurity Workforce Assessment Act

Congress: 113 (2013-2015, Ended)

Chamber: Senate

Policy Area: Government Operations and Politics

Introduced: May 21, 2014

Current Status. Read twice and referred to the Committee on Homeland Security and Governmental Affairs.

Latest Action: Read twice and referred to the Committee on Homeland Security and Governmental Affairs. (May 21,
2014)

Official Text: https://lwww.congress.gov/bill/113th-congress/senate-bill/2372

Sponsor

Name: Sen. Bennet, Michael F. [D-CQO]
Party: Democratic ¢ State: CO ¢ Chamber: Senate

Cosponsors (1 total)

Cosponsor Party / State Role Date Joined

Sen. Portman, Rob [R-OH] R -OH May 21, 2014
Committee Activity

Committee Chamber Activity Date
Homeland Security and Governmental Affairs Committee Senate Referred To May 21, 2014
Subjects & Policy Tags

Policy Area:

Government Operations and Politics

Related Bills

Bill Relationship Last Action
113 S 2354 Related bill  Jul 14, 2014: Placed on Senate Legislative Calendar under General Orders. Calendar No. 463.
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Summary (as of May 21, 2014)

Federal Cybersecurity Workforce Assessment Act - Requires the head of each federal agency to identify cybersecurity
workforce positions within the agency, determine the primary Cybersecurity Work Category and Specialty Area (CWCSA)
of such positions, and assign the corresponding Data Element Code.

Directs each agency head to establish procedures to: (1) identify open positions that include cybersecurity functions, and
(2) assign the appropriate employment code to each such position and to each agency employee who carries out
cybersecurity functions.

Directs each agency head, beginning not later than one year after such employment codes are assigned and annually
through 2021, to submit a report to the Director of the Office of Personnel Management (OPM) that identifies the
CWCSAs of critical need in the agency's cybersecurity workforce and substantiates the critical need designations.

Requires the Director to: (1) provide agencies with timely guidance for identifying CWCSAs of critical need, including
current categories and areas with acute skill shortages and with emerging skill shortages; and (2) identify Specialty Areas
of critical need for the cybersecurity workforce across all federal agencies.

Directs the Comptroller General (GAO) to analyze, monitor, and report on this Act's implementation.
Actions Timeline

e May 21, 2014: Introduced in Senate
e May 21, 2014: Read twice and referred to the Committee on Homeland Security and Governmental Affairs.
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