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S 3538
National Cyber Infrastructure Protection Act of 2010

Congress: 111 (2009–2011, Ended)
Chamber: Senate
Policy Area: Science, Technology, Communications
Introduced: Jun 24, 2010
Current Status: Read twice and referred to the Committee on Homeland Security and Governmental Affairs.
Latest Action: Read twice and referred to the Committee on Homeland Security and Governmental Affairs.  (Jun 24,
2010) 
Official Text:  https://www.congress.gov/bill/111th-congress/senate-bill/3538 

Sponsor

Name:  Sen. Bond, Christopher S. [R-MO] 
Party: Republican   •   State: MO   •   Chamber: Senate

Cosponsors  (1 total) 

Cosponsor Party / State Role Date Joined

Sen. Hatch, Orrin G. [R-UT] R · UT Jun 24, 2010

Committee Activity

Committee Chamber Activity Date

Homeland Security and Governmental Affairs Committee Senate Referred To Jun 25, 2010

Subjects & Policy Tags

Policy Area:

Science, Technology, Communications

Related Bills

No related bills are listed.

https://legilist.com
https://legilist.com/bill/111/s/3538
https://www.congress.gov/bill/111th-congress/senate-bill/3538
https://legilist.com/legislator/B000611
https://legilist.com/legislator/H000338


Summary  (as of Jun 24, 2010) 

National Cyber Infrastructure Protection Act of 2010 - Establishes within the Department of Defense (DOD) a National

Cyber Center, headed by a Director who shall report directly to the President. Includes among the Director's duties: (1)

coordinating federal government defensive operations, intelligence collection and analysis, and activities to protect and

defend government information networks; (2) acting as the principal adviser to the President, the National Security

Council, and the heads of federal agencies on matters relating to the protection and defense of such networks; and (3)

keeping appropriate congressional committees fully informed of the Center's activities.

Grants the Director access to all intelligence relating to cyber security collected by any federal agency, with specified

exceptions. Provides for annual submissions to the Director of cyber budget requests by the head of each federal agency

with responsibilities for matters relating to the protection and defense of federal information networks. Establishes within

the National Cyber Security Program Budget a National Cyber Defense Contingency Fund.

Directs the Secretary of Energy (DOE) to determine the appropriate location for, and to establish within a National

Laboratory, a public and private partnership for sharing cyber threat information and exchanging technical assistance,

advice, and support, to be known as the Cyber Defense Alliance. Sets forth guidelines regarding the uses of shared

information. Requires the Director of National Intelligence (DNI) to: (1) facilitate certain information sharing and

declassification activities; and (2) establish uniform procedures for the receipt, care, and storage by agencies of

information that is voluntarily submitted to the government through the Alliance.

Establishes penalties for federal officers or employees who knowingly disclose cyber threat information protected from

disclosure by this Act. Authorizes the federal government to provide warnings regarding potential threats to information

networks. Terminates the Alliance on December 31, 2020.

Actions Timeline

Jun 24, 2010: Introduced in Senate
Jun 24, 2010: Sponsor introductory remarks on measure. (CR S5445-5447)
Jun 24, 2010: Read twice and referred to the Committee on Homeland Security and Governmental Affairs.
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